
Cyber Space Regulations- Legal Framework 

 

In the age of growing digitalization, it has become increasingly important to design and 

enhance the existing legal framework surrounding Cyber Space. The all-encompassing 

nature of the internet has influenced lives across the globe. However, its unknow 

characteristics do pose threats and malicious activities that harm the digital eco-system and 

violate human rights. The need of the hour is to address cyber-crimes through a well laid 

down legal system. 

Human Rights in the digital age are being contested very openly today. IIGF 21 shall address 

issues related to Intellectual Property Rights, Cyber Crime and hacking and further What are 

the current and future trends in global cyber regulations and privacy norms around internet 

governance? 

The internet users should also be aware of what is being governed and how is that data 

being recorded & utilized, who is recording the data, where is the data being stored and 

furthermore they’re if the data is being misused. 

With an increasing bank of data, data protection has become of paramount importance. 

Thus, discussions shall also revolve around privacy and data protection laws that shall 

ensure a fair and safe cyber space which shall boost the economic development. 

Furthermore, these sessions would target to address; what makes cyberspace lawless zone 

and why has the current national and international laws have become outdated and invalid 

for cyber activities? How effective are current laws in dealing with cyberthreats and 

activities? 


